
Ammunition Enterprise Portal

Team Room Usage Policy

PM CAS Mission Statement

Perform life-cycle management of tube launched indirect fire munitions, mortar weapons, and mortar fire control systems.

In an effort to meet this mission more efficiently, PM CAS, in connection with PEO Ammo, has made substantial investments to make it possible for you to communicate with fellow colleagues, team members, and customers in a virtual teaming environment.  The purpose of these investments is to help you do your job in a more efficient manner.  The policy is designed to define expectations for what is acceptable and what is not when it comes to using these resources wisely.

To reiterate, Team Room usage at PM CAS is provided to you as a result of significant investment and it is expected that you use these resources for business purposes.  Examples of appropriate usage include the following: 

· Document repository for you and your team members

· Communicating with fellow team members, customers, suppliers, etc.

· Remote access to documents

· Transfer of documents

· Assigning and tracking projects and tasks for your team

· Document version control

· Viewing team calendar and events

Under no circumstances are employees permitted to use the Team Rooms to access, download or contribute to the following: 

· Gross, indecent, or sexually oriented materials

· Sharing or posting of unauthorized information

· Sharing of proprietary information

Security and the Team Rooms:

Issues of security take on critical importance when it comes to Team Rooms.  The Team Rooms provide a new level of communication enabling all levels of team members to utilize the stored information.  Levels of security include no access, meaning you are not able to view a document/folder, Read only, meaning just that, and Write allowing editing privileges.  Great care must be taken when creating/posting information in the Team Rooms, to ensure proper security privileges are granted.  It is very easy to make a mistake when privileges are inadvertently given to the wrong person.  Security needs to be an extremely high concern for all PM CAS employees.

Sexual Harassment, Bad Judgment/Taste: 

Displaying, storing, viewing or printing sexually explicit or graphic images (e.g., games, jokes, animations, etc.) on company property is a violation of policy.  Employees are not allowed to download, archive, edit, or manipulate sexually explicit or inappropriate material while using company resources.  If an employee receives material from the outside that is sexually explicit or inappropriate, it is wise to destroy it and advise the sender of the material that you do not wish to receive any additional material of this nature.  If the originator of this material is another PM CAS employee, you should warn the employee of the company policy.  If the employee persists in sending the material, you should report the incident to your Personnel department.

Configuration Control: 

In an effort to maintain structure and order in the Team Rooms, no person(s) is allowed to create, move or redefine any top level folder.  Any needed modifications, gaps or issues identified, should be directed to the Knowledge Management (KM) IPT for assessment and implementation.  At the lower or sub level, folders may be created as appropriate, paying close attention to security guidance (above).

It this same vane, it is highly recommended that the below file naming convention be adapted to aide in searches and general order of the team rooms.


General + Issue + Reason + Date Stamp


General = General Document Type


Issue = Specific Topic


Reason = Specific Occasion


Date Stamp = YYMMDD

Adding New Members: 

Team Room Administrators may add or remove members in Team Rooms, but only by the express direction from the Project Officer (PO) or Deputy Project Officer (DPO).  At the time of addition/removal, PO/DPO should also provide appropriate security privileges.   


